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April 6th, 2020 - The Bumpy Road to a Meaningful International Law of Cyber Attribution Volume 113 by William C. Banks. The book explores the challenges in attributing cyber attacks.
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